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Abstract of the contribution: Introduce 2 use case descriptions to the key issue, clarify what shared and separate IMS networks mean, and provide additional requirements for solutions addressing the current scenarios.
Discussion

Extensive discussion regarding Key issue #3 regarding the scenarios and the kind of use cases they relate to was had a SA2 meeting #127.  To help clarify the Key Issue, this document proposes to update the Key Issue description, by adding two use case descriptions (one for a network with 5GC slices optimized for different IMS services, and another that has different 3rd party 5GC slices with different IMS services).
Additionally, this document proposes to add some text to clarify what is referred to by the diagrams showing a shared IMS network and a separate IMS network, and adds expectations to the solution descriptions that correspond with these scenarios.

This document also addresses some editorial issues within Key Issue #3 (numbering of the figures, missing spacing, etc)
Revision:

· Clarifies use case A and B descriptions in regard to 5GC slice to IMS association.

· removes note regarding IMPI/IMPU association for scenarios 1 and 2.
Proposal
It is proposed to modify the text of 23.794 with the following changes:

**** Start of Changes ****

5.3
Key Issue 3: Network Slicing and IMS

In release 15, 5GC developed capabilities to divide the network into slices to better offer services to users and devices – in many cases the details of network slicing do not impact IMS, however if the IMS domain offers different services to different 5GC network slices there may be some impacts.  This key issue investigates the impacts to the IMS domain due to 5GC network slicing, and how a IMS network can ensure a user or device with multiple 5GC network slices and multiple IMS services from utilizing the appropriate 5GC network slice for each IMS service and prevent inappropriate services been used from the incorrect 5GC network slice.
Examples of the use cases that solutions to this key issue will enable include:

Use Case A: Different 5GC slices optimized for different IMS services
In this use case each 5GC slice supports a different IMS service and the 5GC slice is optimized for the media type associated with the IMS service.  It is possible that either a shared or separate IMS network provides the services for each slice (scenario 1 or scenario 2 described below).
Figure 5.3.1 shows an example implementation of this use case where 3 5GC slices are used, one for IMS messaging service, one for IMS voice service, and one for IMS video call service.  The diagram shows the association of the IMS services to their appropriate slice, the IMS services may be supported by a shared IMS network (i.e. Scenario 2), in which case the 5GC slices will connect to through the common IMS network.
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Figure 5.3.1: Example use case with different 5GC slices optimized for different IMS services
Use Case B: Different 3rd party 5GC slices with support for 3rd party IMS services
In this use case separate 5GC slices are operated by different parties (some separate from the network operator); each 5GC slice is used to support IMS services according to the 5GC slice operator’s service needs; these IMS services may be different or duplicated per slice according to service requirements.  Additionally, some 5GC slices may provide non-IMS services.  While it is feasible that a shared IMS network provides the services for each slice (as per scenario 1 described below), this is an unlikely implementation and it is assumed each party has their own IMS network (as per scenario 2 described below). 
Figure 5.3.2 shows an example implementation of this use case where 3 5GC slices are provided, one provided by an automobile manufacturer, one provided by an automotive entertainment service provider, and one provided by a network operator.  A different mix of IMS and connectivity services are provided by each 5GC slice.  The diagram shows the association of the IMS services to their appropriate slice, however as each slice is provided by different parties it is unlikely that the IMS services share an IMS network (i.e. Scenario 2); thus each 5GC slice would be associated with a different IMS network supporting the IMS services associated with the 5GC slice.
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Figure 5.3.2: Example use case with different 3rd party 5GC slices providing IMS services
Two scenarios are possible (and may be mixed when more than 2 slices are considered):

Scenario 1 – Each 5GC network slice is associated with a separate and distinct IMS network
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Figure 5.3.3 UE connects to two IMS networks through two 5GC network slices
Scenario 2 – Each 5GC slice is associated with a common IMS network
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Figure 5.3.4 UE connects to common IMS network through two 5GC network slices
Solutions may relate to one, or both, of these scenarios.
The following is a partial list of what aspects the solutions to this key issue need to address:

-
How the IMS service ensures a specific 5GC slice is used.

-
What an IMS service does if a required 5GC slice is not available or prohibited.

-
When the IMS FEs and UE are in different PLMNs (i.e. roaming), how the two networks interact.

-
How IMS FEs identify the currently used 5GC slice for a specific IMS service.

-
Whether the IMS applications are aware of the 5GC slice information.

-
What additional information is carried in the IMS signalling between IMS FE’s and UE

-
Any changes to the P-CSCF discovery procedures due to 5GC slicing.

-
How the UE and network register and authenticate the IMS service in specific slice (whether the IMS is shared or separated).

-
For MT services, how does the IMS network determine to deliver the service to the appropriate 5GC network slice.

-
Whether there are any impacts to the UE's IMS identities and what they are if any.

-
IMS backward compatibility to Rel-15.
-
Solutions should specify if they are applicable to scenario 1 only, scenario 2 only, or both scenarios 1&2.  Solutions that apply to both scenarios 1&2 should identify any aspects that apply differently between the to two scenarios.


**** End of Changes ****
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